
Issuer Authorization
Best Practices Checklist

COVID-19 pandemic is disrupting people’s 
daily lives, increasing their need to shop 
online using debit and credit cards. 
This is why it is important to ensure
that the debit portfolio is open to approve 
Card-Not-Present (CNP) transactions. 
Approving as many legitimate transactions 
and declining invalid transactions has never 
been as critical as today. 

Increasing authorization rates   
can help you improve customer 
satisfaction, payment volume  
and the number of transactions.

2. Send alerts to communicate  
to the cardholder about important 
changes in the account like: 
Expiration dates, PINs, etc..

3. Review hold periods for 
authorizations that did not receive 
clearing within 5 days

1. Utilize transaction alerts to notify 
cardholders for some transactions 
(especially for card not present) and 
communicate low open to buy balance
to prevent declines for non-sufficient funds

4. Do not immediately start declining 
after the expiration month; allow up to 
45 days for the cardholder to transition

6. Approve transactions with low 

Visa Advanced Authorization (VAA) 
scores for Card-Not-Present (≤20)

5. Analyze and optimize the fraud rules 
based on false positives and identify those 
rules that are having a negative impact on 
the business. Implement Visa Risk Manager 
Best Practices immediately.

10TOP
Actions to Immediately

Improve Authorization Rates 
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Visa is here
to help you

Contact your
Visa account executive

to learn how we can help you 
deliver a positive experience, 
maximize order acceptance

and boost your revenues.

About Visa. Visa Inc. (NYSE: V) is the world’s leader in digital payments. Our mission is to connect the world through the most innovative, reliable and secure payment network - enabling individuals, businesses and economies 
to thrive. Our advanced global processing network, VisaNet, provides secure and reliable payments around the world, and is capable of handling more than 65,000 transaction messages a second. The company’s relentless focus 
on innovation is a catalyst for the rapid growth of digital commerce on any device, for everyone, everywhere. As the world moves from analog to digital, Visa is applying our brand, products, people, network and scale to reshape 
the future of commerce.

The information, recommendations, or “best practices” contained herein (the “Information”) are provided "AS IS,” and are intended for informational purposes only and should not be relied upon for business, operational, 
marketing, financial, legal, technical, tax, or other advice.  Visa is not responsible for your use of the Information (including errors, omissions, inaccuracy, or non-timeliness of any kind) or any assumptions or conclusions you 
might draw from its use.  Visa makes no warranty, express or implied, and explicitly disclaims the warranties of merchantability and fitness for a particular purpose, any warranty of non-infringement of any third party's 
intellectual property rights, any warranty that the Information will meet the requirements of a client, or any warranty that the Information is updated and will be error free.  To the extent permitted by applicable law, Visa shall 
not be liable to a client or any third party for any damages under any theory of law, including, without limitation, any special, consequential, incidental, or punitive damages, nor any damages for loss of business profits, business 
interruption, loss of business information, or other monetary loss, even if advised of the possibility of such damages.

7. Review Credential On-File rules: 
Fields to be used to identify COF 
transactions
• Financial Transaction
• POS Entry Mode (F22.1) in (01,10) &
• POS Environment Code (F126.13) value = C – Credential on File
• Transaction amount <>0

10. Review eCommerce rules: Fields 
to identify these transactions:

Recurrent Payments

• POS Entry Mode (F22.1) in (01, 10) and

• POS Condition Code (F25) = 08 – Recurring/Installment/MOTO 

• MOTO Payment Indicator (F60.8) = 02 – Recurring Or

• POS Environment Code (F126.13) = R – Recurring

Installment Payments

• POS Entry Mode (F22.1) in (01, 10) and

• POS Condition Code (F25) = 08 – Recurring/Installment/MOTO 

• MOTO Payment Indicator (F60.8) = 03 – Installment Or

• POS Environment Code (F126.13) = R – Installment

eCommerce

• POS Entry Mode (F22.1) in (01, 10) and

• POS Condition Code (F25) = 59 – ECommerce  

• MOTO Payment Indicator (F60.8) = in (05 - Authenticated, 06 - 
Merchant 3DS, 07- Non-Authenticated) Or

• POS Environment Code (F126.13) = C – Credential On-File
9. To optimize the approval rate
in Account Verification, it is recommended 
for issuers to evaluate the account verification 
rules through the following fields:

When a cardholder is registering the account 
for the first time in a merchant application/
web site, issuers can identify these transactions 
by evaluating the following values: 

• POS Entry Mode (F22.1) = 01 and

• POS Condition Code (F25) = 51 – Account Verification and

• POS Environment Code (F126.13) = Null and

• Transaction amount = 0

• MOTO Payment Indicator (F60.8) is not mandated for this type 
of transactions 

For subsequent Account Verification transactions, 
issuers can identify these transactions 
by evaluating the following fields:

• POS Entry Mode (F22.1) in (01, 10) and

• POS Condition Code (F25) = 51 – Account Verification and

• POS Environment Code (F126.13) = C – Credential On-File and

• Transaction amount = 0

• MOTO Payment Indicator (F60.8) is not mandated for this type 
of transactions

8. Do not decline transactions solely 
for CVV2 note being present for  
the following types of transactions: 
eCommerce, Installments, Recurring 
and Credential On-File. 
For example: Number of lost/stolen cards in last 3 months, 
months of the account being created, months since last time 
a cardholder made demographic changes, VAA score, etc.
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